
Course Materials
Each learner will receive a comprehensive and in-depth self-
study kit and online technical support that cover the 10 
CBK domains, which includes:

• Access to our Live Online CISSP® training
   material for 1 year

• 2 – 1.5 hour live learning sessions a
   week
• 1 – 1.5 hour live review session a week
• Archive files of  slides and audio of your
   weekly sessions
• Archive of podcasts of all 10 CBK domains
   as MP4s
• eFlashcards
• Live interaction between online instructor and
   learning peers

• IP3 Course Workbook for CISSP®
• Free online access to Transcender Test Prep
• 1,000+ pages of IT security eDocs 
• 100+ hours of IT security video and audio
• NIST Guidelines for CISSP
• Shon Harris “CISSP Certification Exam Guide” and 
   CD
• Electronic flashcards
• Security Tools CD

* (Downloadable from our Security Training Portal.)

Upgrade Available
Add this upgrade to your registration and have your training 
materials preloaded on an Apple® iPad.

Price
$2,195

Course Duration
5 days of live training (Upon enrolling you are automatically 
subscribed to the Online Training Program for 1 year.)

Certification Description
The CISSP was the first credential in the field of information 
security, accredited by the ANSI (American National Stan-
dards Institute) to ISO (International Standards Organiza-
tion) Standard 17024:2003. CISSP certification is not only 
an objective measure of excellence, but a globally recognized 
standard of achievement. Upon completion and passing the 
exam the learner will have demonstrated knowledge and skill 
in developing IT security policies, standards, and procedures 
as well as manage the implementation across the enter-
prise.

Course Outline
Learners will gain competency in the following 10 CBK do-
main topics:

• Access Control
• Software Development Security
• Business Continuity and Disaster Recovery 
   Planning
• Cryptography
• Information Security Governance and 
   Risk Management
• Legal, Regulations, Investigations and 
   Compliance
• Operations Security
• Physical (Environmental) Security
• Security Architecture and Design
• Telecommunications and Network Security

Delivery Method 
Live Certified Instructor Led & Self-Paced Learning

Ideal Candidate
The CISSP credential is recommended for, but not limited 
to, mid- to senior-level managers who are working toward 
certification as an Information security professional or 
those who have already attained positions as CISOs, CSOs 
or Senior Security Engineers looking to get certified as an 
information security professional.

CISSP®     

Certified Information Systems Security Professional
(Boot Camp Program)
 

For More Information:       training@ip3inc.com      |      1-855-668-5858


